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1 Introduction
These Release Notes are for the B450-M with firmware version 3.10

Notice!
Firmware version B450M_3.10 is exclusively for the B450-M only. Do not install this firmware
version on the B450, or B450-CHI.

1.1 Requirements
B450-M (with inclusion of a B44x Cellular Communicator module) supports the following
control panels:

Compatible control panels

AMAX 2000/2100/3000/4000 (v2.0+)

Solution 2000/3000 (v2.0+)
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2 Firmware version 3.10
What’s fixed
– Communication issues, page 5
– Data consumption, page 5

2.1 What's fixed
This section examines the fixed issues of this firmware version.

2.1.1 Communication issues
Under certain conditions, such as poor cellular signal quality or a noisy RF environment, the
B450-M and cellular module could become unresponsive, requiring a power reset to restore
proper operation. Firmware version B450M_3.10 resolves these issues when installed.
Please refer to the B450/B450-M Installation and Operation Guide for more information on
installing firmware updates using TeraTerm.

2.1.2 Data consumption
Under some circumstances the B450-M can cause additional cellular data consumption. This
firmware resolves this issue.
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3 Open Source software 3.10
Bosch includes the open source software modules listed below in the firmware for this
module. The inclusion of these modules does not limit the Bosch warranty.

Time routines
Copyright (C) 2002 Michael Ringgaard. All rights reserved.
Redistribution and use in source and binary forms, with or without modification, are permitted
provided that the following conditions are met:
1. Redistributions of source code must retain the above copyright notice, this list of

conditions and the following disclaimer.
2. Redistributions in binary form must reproduce the above copyright notice, this list of

conditions and the following disclaimer in the documentation and/or other materials
provided with the distribution. Neither the name of the project nor the names of its
contributors may be used to endorse or promote products derived from this software
without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS"
AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE
IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE
ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR CONTRIBUTORS BE
LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR
CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF
SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN
CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING
IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF
SUCH DAMAGE.
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